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Chang Jung Christian University Personal Information Protection Regulations
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Chapter One General Provisions
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Article I To prevent theft, tampering, damage, loss or leakage of personal information, and protect
and manage personal information, Chang Jung Christian University (hereinafter referred
to as the University) has formulated the Chang Jung Christian University Personal
Information Protection Regulations (hereinafter referred to as the Regulations) in
accordance with the Personal Information Protection Act and relevant control

regulations.
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Article II The terms used in the Regulations are defined as follow:
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1. Terms such as personal information, personal information file, collection, processing,
utilization, transmission and parties involved used in the Regulations are defined in
accordance with Article 2 of the Personal Information Protection Act.
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2. Units: Refers to the chief administrative units and teaching units of college of the

university

B2 RAPRRGEROIARZBATRAE g I 2 BEEARMAEATEL 2 E
BN (FF0 &R F) 2B AFTHE—MEE -

Article III The Regulations are applicable to all forms (including written or electronic) of personal

information files generated by the University's relevant procedure for personal

information collection, processing, use and transmission.
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Article IV The duties of the Personal Information Protection Task Team (hereinafter referred to as
the Task Team) set under the University's Intellectual Property Rights and Information
Security and Personal Information Protection Promotion and Executive Committee are
as follow:
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1. Propose, promote and manage the University's personal information protection
policies.
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2. Promote the confidentiality, integrity and access of personal information in the
University, and ensure compliance with the requirements of relevant laws and
regulations.
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Ensure the establishment, implementation and maintenance of the various processes
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required by the University's personal information management and protection
system.
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Promote personal information protection awareness education and training in the

he

University.
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Evaluate and manage the University's personal information privacy risks.
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6. Monitor, review and evaluate the legality and suitability of the University's personal
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information management system.
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7. Plan and implement other matters pertaining to the University's personal information
protection and management.
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Article V. The Office of Secretariat shall be the personal information protection contact window
for the Task Team, and shall handle the following matters:
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1. Coordinate personal information protection matters with other organizations and

report contingencies.
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Report personal information security incidents of non-automated retrieval and

\

0o

organization.
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3. Compile and update list of personal data managers in various units of the University.
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4. Organize educatlon and training lists and records for University's faculty and staff .
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Chapter II Scope, Collection, Processing and Utilization of Personal Data
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Article VI. The University shall collect, process, utilize or transmit personal data with integrity
and credibility, and within the most limited scope and specified purpose necessary.

¥ - iF ARBREFEREA TR mguf BFEF2ES - TR TFTRN > B HF P
G PRFPEBFTEF A ES - R T TP EETFEATAER
Article VII. In addition to Paragraph 1 of Article 6 of the Personal Information Protection Act, the
University shall ensure specific purposes for the collection of personal information, and
in accordance with Paragraph 1 of Article 19 of the Personal Information Protection Act,
shall inform the parties involved of the following:
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1. The name of the institution or unit.
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2. The purpose for collecting information.
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3. The category of personal information.
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4. The duration, region, target and method of using their personal information.
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5. The rights and methods by which the parties involved shall exercise in accordance
with Article 3 of the Personal Information Protection Act.
AN FEATERIIREEBATHEF o R ERRETLEL -
6. The rights and interests of the parties involved may be affected by choosing not to
provide personal information.
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However, if one of the circumstances is in accordance with the provision of Paragraph 2
of Article 8 of the Personal Information Protection Act, the University shall be exempted
from informing the parties involved about the preceding paragraph.
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Article VIII. Units collecting personal information not pr0V1ded by the parties involved shall inform
the parties involved of the source of information and the provisions of the Paragraphs

1-5 of preceding Article before processing or using the information. However, parties



involved who are under the qualifications of Paragraph 2 of Article 9 of the Personal
Information Protection Act are excluded from this provision.
The notification indicated in the preceding paragraph shall be made when processing or

using the personal information of the parties involved for the first time.
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Article IX. Units shall obtain the consent of the parties involved when collecting, processing or

using their personal information in accordance with the provisions of Subparagraph 5,

Paragraph 1 of Article 19, and Subparagraph 6 of proviso of Article 20 of the Personal

Information Protection Act.
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Article X. Units shall carefully review and comply with administrative procedures in accordance
with Article 19 or Article 20 of the Personal Information Protection Act when collecting,
processing or utilizing personal information.
Units shall retain and maintain records of the processing and utilization of personal

information.
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Article XI. Errors or omissions in personal information retained by units shall be corrected or
supplemented by the unit collecting the information in accordance with administrative
procedure. The units retaining the personal information shall be notified of the correction
or supplementation, and shall then in fact compile and retain a record.
For incidents that units could be liable for if personal information is not corrected or
supplemented, the information collecting unit shall submit a written notification to the
units that have previously used such personal information after correcting or

supplementing the information.
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Article XII. If the accuracy of the personal information retained by units is disputed, the
information collecting unit shall notify the units retaining the information to stop
processing or using the information according to administrative procedure. The units

shall then in fact compile and retain a record.



However, circumstances which are in accordance with the provision of the proviso of
Paragraph 2 of Article 11 of the Personal Information Protection Act are excluded from
this provision.
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Article XIII. When the specific purpose for the collected personal information retained by units no
longer exists or the term of the information has expired, the information collecting unit
shall notify the units retaining the information to delete, stop processing or utilize the
information according to administrative procedure. The units shall then in fact compile
and retain a record.
However, circumstances which are in accordance with the provision of the proviso of
Paragraph 3 of Article 11 of the Personal Information Protection Act are excluded from
this provision.
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Article XIV. Units Violating the Personal Information Protection Act in their collection, processing
or utilization of personal information shall be notified to delete, stop processing or stop
using the information following administrative review, and shall then in fact compile and

retain a record.
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Article XV. The establishment of personal information such as medical records, medical treatment,
genetics, sexual life, health examinations and criminal records shall be in accordance
with the following procedure:
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1. Internal personnel shall be prohibited from collecting, processing and using such
information.
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2. In the exception that the collection, processing or utilization of such information is
permitted, the exception shall be conducted in accordance with the provision of the
Personal Information Protection Act. A control and recording mechanism shall also
be established for the information collection, processing or utilization.
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Chapter 3 Rights of Parties Involved
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Article XVI. The following procedure shall be implemented when the original scope of purpose for
the collection changes:
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1. Verify whether the legal elements of the original collection remain. If not, the
consent of the parties involved shall be obtained again.
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2. Estabhsh a control and record mechanism for changes in the scope of purpose.
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Article XVII. Parties 1nvolved making request of the unit retaining their personal information to
inquire, read or make a copy of their personal information in accordance with Article 10
of the Personal Information Protection Act shall fill in an application form and attach
relevant supporting documents.
Applicants shall be notified to provide omitted or incomplete information within
prescribed time.
Units retaining the personal information shall reject the application in writing given any
one of the following condition:
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1. Omitted or incomplete information in the application form has not been
supplemented or corrected within the prescribed time of notification.

S RFES S ERE ERFAL- K -
2. Circumstances under the proviso of Article 10 of the Personal Information Protection
Act.
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3. Circumstances which don’t comply with the statutes and regulations.
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Article XVIII. When parties involved made the request in the preceding Article, the unit retaining
the personal information shall approve or reject the request within 15 days, or delay the

decision if necessary. The delay shall not exceed 15 days, and the parties involved shall
be notified of the reasons in writing.
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Article XIX. When the parties involved are reading their personal information, the handling unit
shall have a staff member present, and shall handle matters and payment of fees in
accordance with relevant University procedures.
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Article XX. Parties involved requesting the unit retaining their personal information to supplement,
correct, delete or stop collecting, processing or using their personal information in
accordance with Paragraphs 1-4 of Article 11 of the Personal Information Protection Act
shall do so with an application form and submit relevant supporting documents.
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In the aforementioned application form in the preceding paragraph, applicants shall be
notified to provide omitted or incomplete information within prescribed time.
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Units retaining the personal information shall reject the application in writing given any
one of the following condition:
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. Omitted or incomplete information in the application form has not been
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supplemented or corrected within the prescribed time of notification.
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2. Circumstances under the provisos of Paragraph 2 or Paragraph 3 of Article 11 of the
Personal Information Protection Act.
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3. Circumstances which don’t comply with the statutes and regulations
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Article XXI. When parties involved made the request in the preceding Article, the unit retaining the
personal information shall approve or reject the request within 30 days, or delay the
decision if necessary. The delay shall not exceed 15 days, and the parties involved shall
be notified of the reasons in writing.
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Chapter 4 Personal Information Security and Management Measures
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Article XXII. If personal information specified in Article 12 of the Personal Information Protection
Act held by units are stolen, leaked, falsified or otherwise infringed upon, contingency
measures shall be activated and the Task Team immediately notified in accordance with
the following operating procedures:
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1. Notify all units of the personal information security incident.
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Notify the Task Team.

CHELERFEMEF  RIEETERAEF I -

SHE

Il



3. The Task Team shall clarify the information protection and processing procedures,
and determine responsibilities.
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Units bearing information rights and responsibilities shall immediately implement
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defense or remedial operations.
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Units bearing information rights and responsibilities shall immediately notify parties
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involved through appropriate methods.
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6. Units bearing information rights and responsibilities shall incorporate improvement
and preventive measures into their operation guidelines to reduce the chance of
recurrence.
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7. Report back to the Task Team.
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Article XXIII. The Task Team shall audit the University's personal information protection

management irregularly or periodically, and shall submit the audit result to the

University President for approval.
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Article XXIV. In addition to the Regulations, the security protection of personal information files

shall comply with relevant Acts, and the operational safety and confidentiality rules and

regulations prescribed by competent authorities and the University.
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Chapter V Supplementary Provisions
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Article XXV. The Regulations are issued and implemented upon review and approval by the
Administrative Meeting and subsequent approval by the University President; the same
procedures shall be applied to amendment.



