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Chang Jung Christian University Campus Network Management Regulations
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Formulated and approved on December 1, 2010 by the 4th Administrative Meeting of Academic Year 2010 Semester 1.
Approved on April 10, 2014 by the 2nd Administrative Meeting of Academic Year 2013 Semester 2.
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Articlel The Chang Jung Christian University Campus Network Management Regulations

(hereinafter referred to as the Regulations) are formulated in accordance with the

Ministry of Education's Campus Network Use Regulations to meet the teaching, research

and administrative support needs of faculty, staff and students at the University, and

provide campus network users with a basis for network rules.
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Article 1l Anyone using the University's network shall abide by the provisions of the Regulations.
The University's Office of Library and Information Services is the managing unit of the
campus network, and shall designate a specialist to manage campus network.
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Acrticle 111 Those using the University's network shall not engage in the following acts:
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1. Spread computer viruses or other programs that interfere with and damage system
functions.
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2. Intercept network message transmission without authorization.
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3. Decode, pirate or steal the account number and password of others to use network
resources without authorization, or leak their account and password without reason.
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4. Lend personal account to the use of others without reason.
T CEAREBLA R GBI R EPRREEE F X7 AT
5. Hide account or use fake accounts. However, those with authorized anonymity are

not subject to this provision.
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6. Voyeur into the emails or files of others.
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7. Abuse network resources in any way, including the mass transmission of
advertisements (social engineering), chain letters or useless messages by e-mail, or
interfering with the normal operation of the system by flooding mailboxes and
plundering resources.

A R FEE M A AT F AR 2 2 NAF R
FE SRR BPE-AZHEHMILAE AL

8. Engaging in illegal acts such fraud, defamation, insults, slander, harassment, illegal
software transactions through e-mail, online conversation, forums, bulletin boards or
similar functions.
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9. Use the Unlver3|tys network resources to engage in non-teaching or research related
activities or illegal activities.
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10. Set up private website services. If a teaching or research website is needed for special

purposes, the installation must be approved by the affiliated unit and application for the

set up must first be submitted to the Office of Library and Information Services for
approval

L v EpRRFFGERLERT

11. Not exceed the specified daily network usage traffic.
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12. Violate the terms of lease contract between the University's dormitory network users
and telecommunication vendor.
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Article IV Those using the University‘s campus network shall respect intellectual property rights,

and shall not engage in the following acts:
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1. Use unauthorized computer software.

S BT WL R R F R R TR ¥ v

2. Download, duplicate or copy illegally, or use computer software and works protected
by the Copyright Act.
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3. Upload works on public websites without the consent of the copyright owner.
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4. Upload articles on forums, electronic bulletin boards or other online discussion forums
when the author has expressly prohibited reproduction.
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5. Set up illegal websites to provide public downloads of protected works.
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6. Other acts that violate the regulations of intellectual property rights.
510 AREERE! %&*‘%f‘%& P e BEE T A RHE?E7 R ARG HZBAFTHET
H iz axffJfgy T5% ofe »}g T A2 - —-F*]z v A gt

Article V The University respects the privacy of the campus network. Voyeurism of user personal
data or other acts of privacy violation by network administrators are prohibited. However,
network administrators are not subject to this provision under any one of the following
conditions:
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1. To maintain or check system security.
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2. To obtain evidence or investigate misconduct based on reasonable suspicion of
violation of University regulations
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3. To cooperate with the investigation of judicial organs.

o~ H kb2 75

4. Other acts ordered by law.
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Article VI. Network users who violate the Regulations shall be handled in accordance with to the
Chang Jung Christian University Regulations on the Violation of Campus Network.
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Article VII. The Regulations are announced and implemented upon approval by the Information
Resources Planning Committee, the Administrative Meeting, and the President; the same

shall be apply to any amendments.



